
CYBERSECURITY
WIL eLearning accelerates your digital career with self-paced courses in cybersecurity, data analysis, AI, and digital 
fundamentals, supported by dedicated facilitators who guide you throughout your learning journey. This 
comprehensive program provides essential technical and soft skills training for in-demand digital infrastructure 
roles.

Course # Course Name & Duration Official Cisco Course Overview

Course 1 Introduction to Cybersecurity 
(6 hours)

This course explores cyber trends, threats, staying safe in cyberspace, and protecting 
personal and company data.

Course 2 Networking Basics  
 (22 hours) 

This course covers the foundation of networking and network devices, media, and 
protocols. The learner will observe data flowing through a network and basic device 
configuration to connect to networks.

Course 3 Network Defense 
(27 hours) 

This course covers different methods of network monitoring and how to evaluate se-
curity alerts. It delves into tools and techniques used to protect the network, includ-
ing access control, firewalls, cloud security, and cryptography. 




